**Security Manager**

**Rotterdam vernieuwt zich en dat blijft niet onopgemerkt. Ook internationaal is er volop lof voor de manier waarop de stad zich ontwikkelt. Juist hier is je werk interessant en van het grootste belang. Waarom? Omdat de veelgeprezen stad nog steeds kampt met grootstedelijke problemen die het uiterste van haar ambtenaren vragen. Kun jij dat aan? Denk je breder dan de Nieuwe Maas? En wil jij je sterk maken voor meer dan 620.000 Rotterdammers? Welkom. In Rotterdam gebeurt alles wat je loopbaan nodig heeft.**

**Ontwikkeling en Projecten**De afdeling Ontwikkeling & Projecten, onderdeel van de directie IIFO (Informatie, Innovatie, Facilitair en Onderzoek), houdt zich bezig met projectleiding, advisering, security, systeem- & softwareontwikkeling en projectondersteuning.

**Jouw rol**

Als Security Manager definieer je de ICT beveiligingsrichtlijnen voor de verschillende clusters binnen de gemeentelijke organisatie. Je doet dit op basis van vastgesteld beleid, wettelijke vereisten en de wensen van de clusters. Hierbij houd je rekening met zaken als het ICT beveiligingsdreigingenbeeld, trends die je signaleert, de gemeentelijke ICT organisatie en toekomstige ontwikkelingen.

Je coördineert en toetst de implementatie van ICT beveiligingsmaatregelen en draagt zorg voor een beveiligingsniveau dat past bij de behoeften en risicobereidheid van de organisatie. Vervolgens monitor je voortdurend de risico’s en rapporteert deze.
Je werkt mee aan het voorbereiden van het door de CISO vastgestelde beleid. Je maakt analyses en stelt procedures en projectvoorstellen op die betrekking hebben op de informatiebeveiliging en de verbetering daarvan. Tenslotte begeleid je security audits en initieert en bewaakt de daaruit voortvloeiende verbeteracties.

**Jouw profiel**

* Deskundig gesprekspartner op gebied van ICT beveiligingsbeleid voor interne en externe stakeholders;
* Bekend met technische ICT infrastructuren op Enterprise niveau (>5000 werkplekken);
* Volger van technologische ontwikkelingen op het gebied van ICT beveiliging;
* Ten minste 5 jaar aantoonbare ervaring met ICT security en informatiebeveiliging;
* Overtuigingskracht en ruime ervaring in aansturing van mensen, projecten en het inrichten van processen;
* Analytisch sterk;
* Je kunt omgaan met tegengestelde belangen en hebt goede mondelinge en schriftelijke vaardigheden;
* HBO/academisch werk- en denkniveau, aangevuld met gerichte opleiding zoals CISM of ISMP.